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The recent em
ergence of blockchains m

ay be considered a critical turning point in organizing collaborations. 
W

e outline the historical background and the fundam
ental features of blockchains and present an analysis 

w
ith a focus on their role as governance m

echanism
s. Specifically, w

e argue that blockchains offer a w
ay 

to enforce agreem
ents and achieve cooperation and coordination that is distinct from

 both traditional 
contractual and relational governance as w

ell as from
 other IT solutions. W

e also exam
ine the scope of 

blockchains as efficient governance m
echanism

s and highlight the tacitness of the transaction as a key 
boundary condition. W

e then discuss how
 blockchain governance interacts w

ith traditional governance 
m

echanism
s in both substitutive and com

plem
entary w

ays. W
e pay particular attention to blockchains’ 

social im
plications as w

ell as their inherent challenges and lim
itations. O

ur analysis culm
inates in a research 

agenda that explores how
 blockchains m

ay change the w
ay to organize collaborations, including issues of 

w
hat different types of blockchains m

ay em
erge, w

ho is involved and im
pacted by blockchain governance, 

w
hy actors m

ay w
ant blockchains, w

hen and w
here blockchains can be m

ore (vs. less) effective, and how 
blockchains influence a num

ber of im
portant organizational outcom
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Introduction 

B
lockchains are hailed as a global revolution (O

lenski 2018, Poppo 2018) that “could som
eday underlie 

everything from
 how

 w
e vote to w

ho w
e connect w

ith online to w
hat w

e buy” (W
all Street Journal 2018, 

p. B
4). A

 blockchain is a cryptography-based decentralized system
 consisting of an ongoing list of digital 

records that are shared w
ithin a peer-to-peer netw

ork (i.e., a chain of blocks of digital records). 1 M
any 

experts regard blockchains as one of the m
ost disruptive technological innovations of recent tim

es that m
ay 

fundam
entally change how

 collaborations are organized (e.g., D
avidson et al. 2018, D

utra et al. 2018, 

Friedlm
aier et al. 2018). 

This article m
akes three key contributions. First, w

e direct attention to an im
portant new

 phenom
enon—

blockchains—
and elaborate on its potentially w

ide-ranging consequences for organizations. O
rganization 

scholars m
ay run the risk of underappreciating the vast social im

plications of this im
portant em

pirical 

phenom
enon and m

istaking it for a m
ere technological feature for fintech com

panies. H
ow

ever, although 

blockchains are deeply engrained in netw
ork technologies and first becam

e prom
inent in the financial 

service sector, they m
ust be brought to the forefront of the agenda of organization science because of their 

potential to disrupt the w
ay collaborations are organized across a w

ide range of social and organizational 

settings (C
onstantinides et al. 2018). Indeed, blockchains have gained significant traction in structuring 

transactions in sectors as diverse as entertainm
ent, retail, charity, autom

otive, and healthcare (C
ole et al. 

2019, M
arr 2018). Therefore, w

e intend to portray blockchains as a new
 form

 of infrastructure governing a 

great variety of transactions, thereby substantially broadening the scholarly discussion of this phenom
enon 

in organizational research. 

Second, focusing specifically on blockchains’ role as governance m
echanism

s, both w
ithin and across 

organizations, w
e raise the novel question of how

 they w
ill affect traditional form

s of governance—
m

ost 

notably, contractual and relational governance (H
oetker and M

ellew
igt 2009, Poppo and Zenger 2002). In 

principle, blockchains could replace or support these traditional governance m
echanism

s, and w
e w

ill start 
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to outline a contingent account of w
hether and w

hen the substitutive or com
plem

entary effect w
ill likely 

dom
inate. 

Third, w
e broaden our discussion beyond governance issues and offer an overview

 of som
e of the m

ost 

pressing questions related to blockchains that organization scholars are w
ell equipped to address. B

y 

revealing a w
ealth of exciting research possibilities, w

e contribute to defining a research agenda that can 

help organization scholars identify key gaps and resolve existing tensions in the discussion of blockchains. 

In this w
ay, our article seeks to spur new

 scholarship at the intersection of inform
ation technology (IT) and 

organizational design (Tilson et al. 2010, Yoo et al. 2006, Zam
m

uto et al. 2007) in order to shed new
 light 

on how
 blockchains m

ay create im
portant opportunities for innovative form

s of organizing. 

In the follow
ing, w

e start by outlining the historical background and fundam
ental technical features of 

blockchains, w
hich have im

portant social im
plications for the governance of collaborations. W

e argue that 

blockchains can be view
ed as a type of governance m

echanism
 that is distinct from

 traditional contractual 

and relational governance. Then, w
e discuss how

 blockchains’ technical features translate into significant 

social im
plications that blockchains m

ay bring about, specifically analyzing the interplay betw
een 

blockchain governance and traditional governance m
echanism

s. A
fter pointing to several im

portant 

lim
itations associated w

ith the use of blockchains, w
e conclude w

ith an agenda of future research 

opportunities regarding how
 blockchains could change the w

ay collaborations are structured, elucidating 

w
hy blockchains deserve further attention from

 organization science scholars. 

H
istory and Fundam

ental Features of B
lockchains 

H
istory and R

elevance of B
lockchain Technology 

The notion of a cryptographically secured append-only chain of blocks w
as originally advanced by H

aber 

and Stornetta (1991). H
ow

ever, it w
as not until the introduction of B

itcoin in O
ctober 2008 that the idea of 

a decentralized digital system
 gained significant traction (N

akam
oto 2008). The initial m

otivation for 

designing blockchains w
as to challenge traditional financial m

odels, w
hich rely heavily on interm

ediary 

institutions such as banks. In traditional m
odels, these interm

ediaries are im
portant com

ponents in solving 
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the classic double-spending problem
—

that is, the possibility that one unit of digital cash can be spent tw
ice 

by the sam
e party. Such interm

ediaries keep ledgers for every account and trace and verify every claim
ed 

transaction. W
hile these traditional m

odels can be efficient and convenient, the need to rely on 

interm
ediaries poses considerable risks; everyone involved can be adversely affected by the third-party 

authority tam
pering w

ith the record or by the record being hacked by others. 

In 2008, N
akam

oto claim
ed to have designed a system

 supporting a new
 type of cryptocurrency, the 

B
itcoin, to solve the double-spending problem

 w
ithout recourse to a centralized authority—

that is, in a 

com
pletely decentralized w

ay. In the B
itcoin blockchain, the ledgers are not kept exclusively by any single 

node but are distributed to everyone w
ho has access to the Internet. Via certain consensus algorithm

s, 

everyone shares and keeps an identical list of transaction records. These records are stored in blocks that 

are linked linearly using cryptographic hash functions (i.e., one-w
ay m

athem
atical functions that m

ap data 

of any size to data of a fixed size, Schueffel et al. 2019) and that can thus be traced back to the genesis 

block (i.e., the first block back to w
hich every other block can be traced, Yuan and W

ang 2018). Som
e 

servers (com
puters) in the blockchain, called m

iners, are incentivized by token rew
ards to verify every 

claim
ed transaction and propagate valid ones to the rest of the system

. Thus, no one is able to spend a single 

B
itcoin tw

ice or spend m
ore than one has. Such validating processes are deliberately m

ade costly by a 

consensus m
echanism

 called proof-of-w
ork. Therefore, practically speaking, no single node has the 

required com
putational pow

er to fake transaction records. Thus, in the B
itcoin blockchain, all recorded 

inform
ation is believed to be im

m
utable and trustw

orthy. People can trust the inform
ation they receive 

w
ithout the need for interpersonal trust in either a third party or other participants. Figure 1 visually 

sum
m

arizes the general principles of the blockchain technology. 

---Insert Figure 1 about here--- 

A
lthough initially closely tied to cryptocurrencies—

such as B
itcoin, Ethereum

, R
ipple’s X

R
P, and 

Litecoin—
blockchains have great potential to fundam

entally change the w
ay individuals and organizations 

collaborate in a variety of settings. In recent years, w
ith the developm

ent and im
provem

ent of N
akam

oto’s 

(2008) original idea, blockchains have becom
e a new

 w
ay of solving problem

s related to recording, tracking, 
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verifying, and aggregating various types of inform
ation (Felin and Lakhani 2018). B

lockchains have now
 

progressed far beyond cryptocurrencies to provide an infrastructure for organizing transactions in m
any 

fields and applications (C
atalini 2017, Friedlm

aier et al. 2018), such as paym
ent processing in the finance 

and insurance industry, tracking songs in the m
usic industry, and tracing bills of lading in the transportation 

industry. Established enterprises, start-ups, and venture capitalists are investing significant resources in 

developing a variety of blockchain-pow
ered applications. A

ccording to a recent report (C
B

Insights 2020), 

the total num
ber of funding dollars invested in blockchain start-ups exceeded $3.0 billion in 2019. Firm

s 

use blockchains to organize both intra- and interorganizational collaborations (K
im

 and Laskow
ski 2017) 

on both digital and physical assets (Loten 2018). W
e next present tw

o vignettes to provide illustrative 

evidence of how
 blockchains m

ay change the w
ay transactions are governed. 

The IBM
, AIG

 and Standard C
hartered insurance blockchain. R

ecently, IBM
, A

IG
 and Standard 

C
hartered B

ank initiated a collaboration aim
ed at devising a m

ultinational insurance policy based on a 

blockchain (IB
M

 2018a). In this collaboration, blockchain technology enables a shared, real-tim
e view

 of 

policy data and docum
entation to all parties involved. The blockchain perm

its the recording and tracking 

of events in each country related to the insurance policy and the autom
atic execution of paym

ents if 

prespecified conditions are m
et. C

om
pared to other m

odes of inform
ation exchange, the blockchain enables 

all perm
issioned parties to have a unified view

 of the data, w
hile no single party is able to m

ake changes 

w
ithout the consensus of the other m

em
bers. A

s a result of this high level of transparency, the potential for 

fraud and errors can be reduced, as w
ell as the need for frequent e-m

ails requesting policy and paym
ent 

data and updates on the status of policies, all of w
hich is anticipated to significantly reduce transaction costs 

and delays in settlem
ents. The blockchain also obviates the need for insurance brokers, w

ho have 

traditionally taken a significant cut for assum
ing the task of coordination. 

The G
SA federal procurem

ent blockchain. The G
eneral Services A

dm
inistration (G

SA
), a federal 

agency providing procurem
ent services for U

.S. governm
ent offices, is one of the largest buyers globally. 

The volum
e of G

SA
 procurem

ent contracts w
ith com

m
ercial vendors am

ounts to approxim
ately $55 billion 

a year (U
.S. G

eneral Service A
dm

inistration 2018). A
s a governm

ent agency, the G
SA

 has the obligation to 
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ensure both efficiency as w
ell as fairness and openness in federal procurem

ent. In this pursuit, the G
SA

 

initiated a collaboration w
ith U

nited Solutions, a technology com
pany providing digital transform

ation 

services, to develop a new
 procurem

ent blockchain (N
ayak and N

guyen 2018). This blockchain keeps 

records of historical procurem
ent data, including tim

e, deliverables, pricing, and assessm
ents. B

ecause such 

inform
ation is im

m
utable (no single party can change it w

ithout the consensus of all the nodes in the 

netw
ork), the blockchain is expected to boost confidence in the fairness of the procurem

ent process. The 

im
m

utable inform
ation stored in the blockchain increases transparency and can serve as evidence in the 

case of an investigation. M
oreover, to reduce hum

an errors and realize transaction cost savings, the 

blockchain features routinized codes that are triggered by certain stim
uli and allow

 for autom
ating key 

processes such as financial review
s (Friedm

an 2018). W
ith m

ore efficient real-tim
e inform

ation sharing and 

autom
ation, the blockchain prom

ises to significantly shorten procurem
ent cycles, in hopes of reducing the 

contract aw
arding tim

e from
 100 to less than 10 days (N

ayak and N
guyen 2018). In the future, fully 

autom
ated transactions w

ill be supported through sm
art contracts plugged into the G

SA
 blockchain. 

These tw
o exam

ples illustrate the potential of blockchains to solve m
ajor issues in m

aking 

collaborations both m
ore reliable and faster. IB

M
, A

IG
 and Standard C

hartered as w
ell as the G

SA
 are far 

from
 alone: a recent survey am

ong Fortune 500 executives indicated that 94 percent plan to launch 

blockchain-based initiatives in the im
m

ediate future (Souza 2018). The vast array of potential applications 

originates from
 the specific technical features of blockchains. B

oth N
akam

oto’s initial design and the latest 

developm
ents in IT give blockchains “the potential to create new

 foundations for our econom
ic and social 

system
s” (Iansiti and Lakhani 2017, p. 120). W

e suggest that tw
o of the m

ost salient characteristics of 

blockchains that enable novel w
ays of organizing transactions are decentralized consensus and m

achine-

based autom
ation. 

Fundam
ental Features of B

lockchains 

D
ecentralized consensus. W

hen inform
ation is shared across a netw

ork, a consensus m
ust be m

aintained 

of the true state of the inform
ation am

ong the collaborating parties. R
eaching consensus in a centralized 
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netw
ork w

ith a fully trusted authority relies on the central party (for exam
ple, a bank or a logistics provider) 

distributing the inform
ation and on other parties accepting such inform

ation as the agreed truth. H
ow

ever, 

achieving consensus on the single truth in a decentralized netw
ork requires careful design of the consensus 

algorithm
s. B

lockchains are a solution to this problem
, as in a blockchain, consensus is reached in such a 

w
ay that no single party ow

ns the w
hole decision right. U

nlike traditional centralized system
s for organizing 

transactions, in w
hich inform

ation is controlled by a single party, in a blockchain, m
ore than one party 

verifies, accepts, or rejects transactions. C
ontrol is thus shared am

ong several independent entities, w
ho can 

m
ake updates to the blockchain and interact directly w

ithout the need to rely on central coordination 

(C
onstantinides et al. 2018). D

ecentralized consensus is thus one of the m
ajor m

erits of blockchains, as it 

can significantly reduce the degree to w
hich people have to rely on a centralized party as the sole 

inform
ation holder and decision m

aker. In contrast to traditional centralized system
s, blockchains enable 

the com
plete copy of identical inform

ation to be held by anyone w
ho has access to and w

ants to keep it. 

The level of decentralization varies across different blockchains depending on several factors, such as the 

adopted consensus algorithm
 (e.g., proof-of-w

ork, proof-of-stake, or B
yzantine fault tolerance) and the 

num
ber of peers in the netw

ork (W
erbach 2018). 

O
ne potential m

ajor benefit of decentralized consensus is data integrity. In traditional centralized 

databases, outsiders can locate the position of data and steal or m
odify it. H

ow
ever, as blockchains use 

decentralized consensus algorithm
s to ensure that the inform

ation is replicated throughout the system
, it is 

difficult for a single actor to bypass the consensus algorithm
 and gain control over (and tam

per w
ith) the 

data. Thus, the risk of data tam
pering by the interm

ediary is alleviated and the absence of a single central 

database rem
oves the target of hacks. These hash-based chains w

ith encryption are considered alm
ost 

im
possible to hack; the data are kept im

m
utable and transparent across the netw

ork and thus safeguarded 

against tam
pering (Friedlm

aier et al. 2018). 

M
achine-based autom

ation. A
 second im

portant feature of blockchains is that they are run 

autom
atically in m

achine-driven system
s. Traditionally, parties have prim

arily relied on hum
an actors to 

execute collaborations. In contrast, blockchains put m
achines at the center of the collaborations, w

hile 
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hum
an actors rem

ain on the edge (H
sieh and Vergne 2018). This feature gives blockchains the ability to 

bypass hum
an actors’ unpredictability and inability to process m

assive am
ounts of inform

ation (Sim
on 

1957) and to exploit the benefits and strengths of m
achines, such as reliability as w

ell as faster and cheaper 

com
putation. 

W
hile autom

ation is a feature shared by other form
s of IT solutions (Zam

m
uto et al. 2007, Zuboff 1988), 

in blockchains, the m
achine-based autom

ation characteristic is greatly am
plified by the im

plem
entation of 

sm
art contracts. Sm

art contracts are program
s w

ritten in the blockchain that autom
atically verify and 

approve valid transactions that satisfy prescribed protocols. A
lthough the notion of sm

art contracts appeared 

before the invention of blockchains, it did not gain prom
inence until blockchain technology m

ade it possible 

to keep agreem
ents im

m
utable and to im

plem
ent arrangem

ents across netw
orks for virtually any kind of 

asset or arrangem
ent (W

erbach 2018). 

In sum
, our exam

ination of their features reveals that blockchains prom
ise to be a viable solution to 

m
any long-standing collaboration issues. The tw

o m
ain technical features of blockchains—

decentralized 

consensus and m
achine-based autom

ation—
enable an original com

bination of appealing functionalities, 

such as inform
ation im

m
utability and reliability, transparency and traceability of records, and autonom

ous 

enforcem
ent of agreem

ents. In this w
ay, blockchains should be view

ed as innovative blends of existing 

technologies, including cryptography and distributed databases (N
arayanan and C

lark 2017). A
s such, 

blockchains are to be considered an “architectural innovation” (H
enderson and C

lark 1990), w
hich rests on 

the recom
bination of existing com

ponents in previously unforeseen w
ays (H

sieh et al. 2018). 

In the follow
ing section, w

e advance the argum
ent that blockchains represent a distinct type of 

governance m
echanism

. W
e first provide a brief overview

 of prior research on governance and then discuss 

how
 blockchains differ from

 contractual and relational governance as w
ell as from

 alternative IT solutions. 

W
e proceed to elaborate how

 blockchains can shape the dim
ensions of cooperation and coordination am

ong 

the parties to a transaction and specify the scope of blockchains as an efficient governance m
echanism

. 



9 

B
lockchain G

overnance 

G
overnance to O

rganize Transactions 

“A
 transaction occurs w

hen a good or service is transferred across a technologically separable interface” 

(W
illiam

son 1985, p. 1). O
rganizing a transaction—

am
ong entities w

ithin organizations or across 

independent organizations—
presents a num

ber of key challenges (Salvato et al. 2017, Voss 2003). The 

lim
itations of hum

an nature—
opportunism

 and bounded rationality—
com

prise the fundam
ental source of 

hazards in a transaction (Sim
on 1957, W

illiam
son 1985). C

onsequently, parties m
ake certain governance 

choices to m
itigate exchange hazards (such as those associated w

ith asset specificity, difficult perform
ance 

m
easurem

ent, or uncertainty) and to prom
ote the com

bination of their resources in their social interactions 

(Poppo and Zenger 2002, W
illiam

son 1996). C
om

bining the view
s from

 econom
ic and m

anagem
ent 

scholars, w
e conceptualize a governance m

echanism
 as the institutional arrangem

ent through w
hich an 

agreem
ent is enforced (R

euer et al. 2010, W
illiam

son, 1985). In particular, the extant literature argues that 

parties to a transaction m
ake governance choices to achieve both cooperation and coordination (G

ulati et 

al. 2012, M
alhotra and Lum

ineau 2011). 

C
ooperation is defined as the “joint pursuit of agreed-on goal(s) in a m

anner corresponding to a shared 

understanding about contributions and payoffs” (G
ulati et al. 2012, p. 533). The realization of cooperation 

involves aligning interests betw
een transacting parties so they are w

illing to devote efforts to the joint goal 

(Salvato et al. 2017). H
ow

ever, due to the potential opportunistic nature of hum
an actors, the transacting 

partners have incentives not to behave as agreed upon but to follow
 their ow

n interests w
ith guile. Such 

uncooperative behaviors can take various form
s (Luo 2006), including blatantly breaching form

ally 

docum
ented agreem

ents or violating im
plicit expectations such as oral prom

ises or latent norm
s. M

oreover, 

m
irroring the adverse selection and m

oral hazard problem
s in the agency literature (Eisenhardt 1989, 

M
ishkin 1995), these behaviors m

ay occur both ex ante (i.e., before the form
ation of the agreem

ent) and ex 

post (i.e., after the form
ation of the agreem

ent) (W
illiam

son 1985). To m
itigate these cooperation issues 

and ensure that obligations are upheld, one of the key functions of governance m
echanism

s is to provide 
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enforcem
ent prescriptions that lim

it uncooperative behaviors (H
eide 1994, M

énard 2000, Ryall and 

Sam
pson 2009, Srinivasan and B

rush 2006). 

C
oordination refers to the “deliberate and orderly alignm

ent or adjustm
ent of partners’ actions to 

achieve jointly determ
ined goals” (G

ulati et al. 2012, p. 537). W
hereas cooperation relates to aligning 

interests, coordination is about aligning expectations betw
een transacting parties. O

khuysen and B
echky 

(2009) identify accountability, predictability, and com
m

on understanding as three integrating conditions of 

coordination. A
ccording to these authors, accountability refers to “w

ho is responsible for specific elem
ents 

of the task” (p. 483), predictability refers to w
hether the parties can “anticipate subsequent task related 

activity by know
ing w

hat the elem
ents of the task are and w

hen they happen” (p. 486), and com
m

on 

understanding refers to “a shared perspective on the w
hole task and how

 individuals’ w
ork fits w

ithin the 

w
hole” (p. 488). To seek solutions to these coordination challenges, partners turn to governance 

m
echanism

s that help them
 organize their interactions and m

anage interdependencies (G
ulati et al. 2005). 

A
lthough the degree and nature of cooperation and coordination issues can vary greatly across 

transactions, both need to be considered. To this end, organization scholars have paid extensive attention to 

how
 distinct governance m

echanism
s can support the dim

ensions of cooperation and coordination. In doing 

so, they have particularly focused on (a) contractual and (b) relational governance m
echanism

s. 

C
ontractual and R

elational G
overnance 

O
ne im

portant approach to aligning interests betw
een transacting parties and organizing their intents into a 

binding agreem
ent is that of contracts (M

acneil 1978, R
euer and A

riño 2007, see Schepker et al. 2014 for 

a review
). C

ontracts can be defined as legally enforceable agreem
ents giving rise to obligations that are 

enforced or recognized by law
 (Poole 2016). By specifying rights and obligations (Zhou and Poppo 2010) 

and providing clear payoff structures and legal sanctions (Parkhe 1993), contracts can effectively protect 

the investm
ent of the transacting parties from

 the opportunistic inclination of their partners (Li et al. 2010, 

M
acneil 1978, Schilke and C

ook 2015, W
illiam

son 1985). In addition to supporting cooperation, contracts 

can also serve as a m
echanism

 for facilitating coordination (R
euer and A

riño 2007). A
s know

ledge 

repositories (M
ayer and A

rgyres 2004), contracts contain agreed-upon inform
ation regarding the division 
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of labor, including a breakdow
n of the w

ork and the roles and responsibilities of each party. Contracts can 

also facilitate com
m

unication betw
een the parties and help to build a collaborative environm

ent (Faem
s et 

al. 2008, Schilke and Lum
ineau 2018). W

hen contracts are used to m
itigate m

isunderstandings betw
een the 

collaborating parties, honest m
istakes are effectively reduced (H

oetker and M
ellew

igt 2009, M
ayer and 

A
rgyres 2004), and accountability, predictability, and com

m
on understanding are enhanced. 

In addition to contracts, parties can also em
ploy relational m

echanism
s to govern their transactions. 

This approach relies on the social relationships betw
een the parties or their shared norm

s, w
hich include 

the expectations of how
 the partners w

ill behave during the relationship (D
yer and Singh 1998, N

ee et al. 

2018). U
nlike contractual governance, w

hich relies on enforcem
ent by a court or other certificated third 

party (W
illiam

son 1985), relational m
echanism

s are self-enforced by the collaborating parties (Li et al. 

2010). W
ith relational governance, cooperation is sustained by the value of future relationships (B

aker et 

al. 2002, de Figueiredo and Silverm
an 2017). Typical relational governance m

echanism
s include trust and 

relational norm
s (M

acneil 1980). Trust refers to a psychological state in w
hich entities are confident that 

another entity w
ill reliably act in their best interest (Lew

icki et al. 1998), w
hile relational norm

s refer to 

shared expectations about the behaviors of each partner (H
eide and John 1992, Zhang et al. 2003). Studies 

have show
n that trust and socially em

bedded relationships can effectively reduce concerns about 

opportunism
 (D

as and Teng 1998, R
ing and Van de Ven 1992), facilitate coordination by sm

oothing the 

sharing of inform
ation and know

ledge (M
cEvily et al. 2003), and create a harm

onious atm
osphere for the 

relationship (Faem
s et al. 2008). 

D
ebate in the organizational literature is ongoing and lively regarding the interplay betw

een contractual 

and relational governance m
echanism

s (see C
ao and Lum

ineau 2015, Poppo and C
heng 2018 for recent 

review
s). Som

e scholars argue that these m
echanism

s w
ork as substitutes (e.g., D

yer and Singh 1998, Li et 

al. 2010, Lui and N
go 2004), w

hile others hold that they com
plem

ent each other (e.g., Poppo and Zenger 

2002, Zhou and Poppo 2010). These studies not only enhance our understanding of how
 different 

m
echanism

s w
ork together in organizing relationships but also offer im

plications to the transacting parties 

for designing effective governance m
echanism

s. 
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H
ow

ever, the role of blockchains as an em
erging governance m

echanism
 has yet to be incorporated in 

this scholarly discussion. A
s illustrated in the first section, actors in the insurance industry have started to 

rely on blockchains to exchange relevant inform
ation and execute transactions, and the G

SA
 uses a 

procurem
ent blockchain to organize transactions w

ith its vendors. A
 m

ultitude of firm
s—

ranging from
 start-

ups to large m
ultinational corporations—

in num
erous industries are increasingly investing resources to 

develop and im
plem

ent blockchain-based procedures. Intriguing about this trend is that blockchains help 

transacting parties achieve cooperation and coordination in a w
ay that is not analogous to either contractual 

or relational governance. 

A
m

ong the various w
ays in w

hich the three governance m
echanism

s differ, w
e argue that a fundam

ental 

difference relates to their m
odes of enforcem

ent. Enforcem
ent is com

m
only defined as “the process of 

ensuring com
pliance w

ith law
s, regulations, rules, standards, or social norm

s” (W
ikipedia 2020). 

Im
portantly, the specific m

anner in w
hich enforcem

ent is realized varies across governance m
echanism

s 

(H
eide 1994, M

énard 2000, Srinivasan and B
rush 2006). The follow

ing section elaborates contractual, 

relational, and blockchain governance and discusses how
 they differ in term

s of the w
ay enforcem

ent is 

achieved. 

H
ow

 B
lockchain G

overnance D
iffers from

 C
ontractual and R

elational G
overnance 

C
ontractual governance relates to a legally binding prom

ise defining the rights and obligations of the 

parties (M
asten 1993, Poppo and Zenger 2002). A

 contract is legally enforceable w
henever it is consistent 

w
ith the requirem

ents of the law. In case a breach of contract occurs, the law
 ensures the injured party can 

pursue legal rem
edies such as com

pensation or cancellation. The basic purpose of a contract is to prevent 

changes in the actions of the parties to an agreem
ent or to at least provide com

pensation for such deviations 

by enabling recourse to a third party (Furm
ston and Tolhurst 2016). W

hen using contracts to govern 

collaborations, the parties are dependent on the enforceability of the legal system
 (A

chrol and G
undlach 

1999, Zhou and Poppo 2010). O
nce a party’s behavior deviates from

 the contract, the other party m
ay go 

to a court or an arbitrator to settle the dispute (W
illiam

son 1985). Thus, the effectiveness of using contracts 

to govern collaborations depends heavily on the quality of the country’s legal system
 (O

xley 1999, Zhou 
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and X
u 2012). 

Relational governance is based on the patterns of behavior to w
hich parties are expected to conform

 

(D
yer and Singh 1998). R

elational governance em
phasizes flexible arrangem

ents and extensive inform
ation 

exchange to establish a shared value system
 and sense of solidarity betw

een partners (H
eide and John 1992, 

R
ing and Van de Ven 1992). B

oth previous collaboration experiences and the continuous interactive process 

betw
een the parties are valued. Therefore, using relational governance assum

es that the identities of the 

collaborating parties m
atter. Its key regulatory principles are the norm

s shared am
ong the collaborating 

parties. R
elational governance relies on self-enforcing agreem

ents—
agreem

ents enforced only by the 

parties them
selves (H

alac 2012). R
elational governance ultim

ately rests on enforcem
ent through the 

“shadow
 of the future” (G

ibbons and H
enderson 2012, Poppo et al. 2008a) or the threat of term

inating the 

collaboration and thus foregoing future benefits stem
m

ing from
 it (G

il and Zanarone 2017). A
s such, 

relational governance differs from
 governance provided by contracts that depend on external parties to 

enforce or interfere w
ith the agreem

ent. In the case of relational governance, the agreem
ent is in effect as 

long as the parties believe it is m
utually beneficial and a breach has not occurred (Telser 1980). 

B
y contrast, blockchain governance represents a self-contained and autonom

ous system
 of form

al rules. 

Instead of relying on enforcem
ent through the law

 (as in contractual governance) or through the value of 

future relationships (as in relational governance), blockchain governance relies on a set of protocols and 

code-based rules. These rules are developed through form
al program

m
ing languages, such as Ethereum

’s 

Solidity. The rules em
bedded in blockchains are autom

atically enforced by the underlying blockchain-based 

netw
ork. A

s observed by D
e Filippi and W

right (2018, p. 5), blockchains “create order w
ithout law

 and 

im
plem

ent w
hat can be thought of as private regulatory fram

ew
orks.” 

Indeed, in contrast to contractual governance, blockchain governance supports collaborations w
ithout 

recourse to law. A
s a result, using blockchains to organize transactions does not directly rely on the 

enforceability of the external legal system
 (W

erbach 2018). Instead, enforcem
ent in blockchains is achieved 

through pre-scripted codes and algorithm
s, such as sm

art contracts. A
s em

phasized by C
atalini and B

oslego 

(2019), contrary to the nam
e’s im

plications, sm
art contracts are sim

ply self-executing com
puter codes and 
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are thus not a contract in the traditional sense. Transacting parties using blockchains are forced to behave 

as required by the collective agreem
ent, as any deviating behaviors w

ill not be verified or acknow
ledged 

by either the algorithm
 or the other nodes in the system

. The underlying logic here is not to set up term
s as 

preparation to seek legal recourse for any subsequent m
isbehaviors but rather to regulate the participants’ 

behaviors from
 the beginning. 

In addition, in contrast to relational governance, direct connections betw
een collaborating parties are 

not required in a blockchain. In m
ost public blockchains, the collaborators do not even know

 w
ho they are 

collaborating w
ith (sim

ilar to other centralized system
s such as SW

IFT or trading platform
s). B

lockchains 

thus share som
e sim

ilarities w
ith the notion of atom

istic m
arket exchanges (W

illiam
son 1996), in w

hich 

the identity of the parties does not m
atter. This feature im

plies that the transacting parties need not establish 

expectations of the partner’s behaviors or build confidence regarding the partner’s integrity by judging from
 

their past experience or their ongoing interaction. N
onetheless, parties collaborating through blockchains 

can still have confidence that transactions are faithfully and im
m

utably recorded and that all participants 

are behaving in accordance w
ith the rules of the system

. Therefore, the identity of collaborating parties in 

blockchains does not m
atter to the sam

e extent as it does in relational governance. K
ey differences am

ong 

the three governance m
echanism

s are sum
m

arized in Table 1. 

---Insert Table 1 about here--- 

H
ow

 B
lockchain G

overnance D
iffers from

 O
ther IT Solutions 

Studying IT in the context of governance is all but new
 (for instance, see D

rnevich and C
roson 2013). 

Especially as the global and corporate inform
ation infrastructure has becom

e increasingly digitalized 

(Tilson et al. 2010)—
w

ith an increasingly prevalent use of the Internet, Electronic D
ata Interchange (ED

I) 

netw
orks, and electronic m

arkets (H
anseth and Lyytinen 2010)—

IT has been highly prom
inent in the 

scholarly debate around organizational arrangem
ents and has evolved to becom

e “one of the threads from
 

w
hich the fabric of organization is now

 w
oven” (Zam

m
uto et al. 2007, p. 750). 

In particular, IT can spaw
n organizational form

s that are m
ore flexible and less hierarchical (Zam

m
uto 

et al. 2007) and can fundam
entally structure collaborations (G

riffith et al. 2003); thus, it has im
portant 
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social im
plications for organizing transactions (Lyytinen and D

am
sgaard 2011, W

irtz et al. 2010). 

Integrating inform
ation system

s research w
ith new

 institutional econom
ics, scholars argue that IT can 

significantly reduce social frictions and transaction costs (e.g., C
lem

ons et al. 1993, D
rnevich and C

roson 

2013). 

B
ased on the benefits of IT in reducing transaction costs, scholars have show

n great interest in studying 

how
 IT inform

s m
ake-or-buy decisions. Early discussions suggest that IT w

ill lead to a general shift from
 

hierarchies tow
ards m

ore m
arket-coordinated transactions (M

alone et al. 1987). G
oing a step further, 

scholars argue that IT has im
plications beyond the m

arket-hierarchy dichotom
y in that it can trigger a 

“m
oving to the m

iddle” trend (C
lem

ons et al. 1993, p. 13); that is, w
hile IT facilitates greater levels of 

outsourcing, firm
s tend to narrow

 the num
ber of outside collaborators and to form

 a long-term
 and close 

relationship w
ith them

 (B
akos and B

rynjolfsson 1993). 

N
otw

ithstanding the broad discussion of the w
ide-ranging im

plications of IT for organizations, there is 

a key difference betw
een blockchains and prior IT solutions—

such as enterprise resource planning, 

transaction system
s, custom

er relationship m
anagem

ent, database m
anagem

ent system
, graphical user 

interface, or m
aterial requirem

ents planning—
in term

s of the ability of these IT solutions to serve as a 

governance m
echanism

 in their ow
n right, and this difference again pertains to enforcem

ent as a key 

function of governance (H
eide 1994, M

énard 2000, Ryall and Sam
pson 2009, Srinivasan and B

rush 2006). 

In traditional IT system
s, “the rules just ‘fram

e’ users’ w
ay of thinking of operating the IT artifact rather 

than the IT use being seen as part of an explicit regulatory process that m
aterializes the m

eaning of the 

underlying rules” (D
e Vaujany et al. 2018, p. 756). Consequently, traditional IT solutions m

erely “invite” 

social practices to follow
 the rule, but the actor can force the system

 around it (D
e Vaujany et al. 2018). In 

contrast, blockchains depart from
 such IT solutions due to blockchains’ capability of autonom

ous 

enforcem
ent. In blockchains, social interactions are governed by pre-determ

inistic rules, and, “once the 

w
heels of a sm

art contract are put into m
otion, the term

s em
bodied in the code w

ill be executed” (D
e Filippi 

and W
right 2018, p. 74). 

To illustrate, let us com
pare blockchains to ED

I, w
hich has for a long tim

e been usefully em
ployed to 
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facilitate interorganizational collaboration in supply chains (D
rnevich and C

roson 2013, Lyytinen 2001). 

ED
I 

enables 
“standardized 

interorganizational 
com

m
unication 

betw
een 

independent 
com

puterized 

inform
ation system

s and associated technological com
ponents” (D

am
sgaard and Lyytinen 1998, p. 276). 

A
lthough this technology can be highly effective in exchanging inform

ation (e.g., procurem
ent orders and 

shipm
ent notices) and standardizing interactions (C

lem
ons et al. 1993), ED

I m
ainly serves as a support tool 

rather than a governance m
echanism

 per se, because it lacks the ability to enforce agreem
ents. For this 

purpose, ED
I needs to be augm

ented by contractual and/or relational governance, w
hich provides 

enforcem
ent prescriptions. B

lockchains go beyond ED
I in that they m

ake it possible for agreem
ents to be 

autonom
ously enforced according to the rules defined in sm

art contracts (B
eck et al. 2018) w

ithout 

(necessarily) resorting to contractual or relational governance m
echanism

s (D
e Filippi and W

right 2018). 

B
lockchains im

plem
ent a private enforcem

ent fram
ew

ork that does not necessarily require the law
 or 

expectations of future interaction. This capability of autonom
ous enforcem

ent m
akes blockchains unique 

and sets them
 apart from

 other IT solutions. These other solutions do not enforce but m
erely assum

e a 

supportive role to other governance m
echanism

s—
including blockchain governance. For exam

ple, scholars 

view
 the com

bination of ED
I and blockchains as prom

ising to achieve higher security and to result in few
er 

errors along the supply chain (Fiaidhi et al. 2018). Further, as w
ill be discussed later, the developm

ent of 

Internet-of-Things devices and sensors m
ay support the verifiability of transactions, thus im

proving the 

effectiveness of blockchain governance. 

The discussion above resonates w
ith scholarship on sociom

ateriality, w
hich em

phasizes that social 

practices and technical m
aterials are inseparable (e.g., B

arrett et al. 2016, G
askin et al. 2014, O

rlikow
ski 

and Scott 2008). W
hat w

ere form
erly “purely social” m

echanism
s (contractual and relational governance) 

are now
 backed up by advanced IT solutions, such that the social and the technical are increasingly 

intertw
ined in shaping organizational activities. The sam

e logic applies to the technical and social aspects 

of blockchains, in that the technical features (specifically decentralized consensus and m
achined-based 

autom
ation) endow

 blockchains w
ith w

ide-ranging social functionalities, potentially transform
ing the 

traditional patterns of social interaction. This w
orking in concert of the technical and the social is unique 
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and distinct from
 other IT solutions. In blockchain governance, technical features are the clear starting point 

and the central m
echanism

s through w
hich social patterns are shaped. In contrast, other IT solutions m

erely 

supporting traditional form
s of governance tend to be “tagged on” after the fact. W

hile they can be effective 

in supporting and am
plifying both relational and contractual form

s of governance, such technical solutions 

are not at their front and center.  

B
lockchains as G

overnance M
echanism

s 

These considerations suggest that blockchains constitute a governance m
echanism

 that is distinct from
 

both contractual and relational governance m
echanism

s, w
hereas other form

s of IT lack the ability to fully 

accom
plish 

enforcem
ent. 

H
istorically 

speaking, 
relational 

m
echanism

s 
of 

enforcing 
collaborative 

agreem
ents could date back to as early as tribal societies (if not even earlier) w

hen hum
ans w

ere co-located 

face-to-face, w
hile contractual m

echanism
s appeared w

ith the em
ergence of binding enforceability through 

centralized authority. W
hile the subsequent developm

ent of inform
ation technology has largely augm

ented 

the pow
er of the tw

o traditional m
echanism

s, the recent developm
ent of blockchains em

erges as a new
 

solution that surpasses the traditional logic of relying on relational bounds betw
een the actors or the binding 

force of the court. B
lockchains m

ay therefore be thought of as the first governance form
 that truly leverages 

digital technology’s com
putational- and data-based capabilities in w

ays that reach far beyond “analog” or 

traditional form
s of social governance. A

s w
e elaborate next, the interdependence betw

een the technical 

and social dim
ensions of blockchains can explain particular kinds of exchange patterns. 

Blockchains facilitating cooperation. By em
ploying m

achines to autom
atically execute transactions, 

blockchains help to m
itigate cooperation failure at its source—

potential opportunism
 in hum

an nature 

(W
illiam

son 
1985). A

s 
a 

technology-centered 
system

, 
blockchains 

can 
decrease 

the 
leew

ay 
for 

opportunistic behaviors by leading the actors to perform
 as agreed upon (Lum

ineau and O
liveira 2020). For 

exam
ple, in proof-of-w

ork-based cryptocurrency blockchains, m
iners verify every claim

ed transaction and 

reject those that are not valid, such as transactions in w
hich som

eone claim
s to send m

ore m
oney than he 

or she has. O
ther kinds of blockchains also have consensus m

echanism
s to ensure that invalid activities are 

rejected. In addition, prescripted sm
art contracts em

bedded in blockchains can enable autom
ated 
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transactions w
hen certain conditions are triggered by inform

ation feeds. Indeed, the autom
ated execution 

of transactions com
bined w

ith the m
erits of decentralization in blockchains enables im

m
utable records and 

prevents against unilateral hum
an change. A

s such, in a system
 that is run autom

atically by objective 

m
achines, hum

an actors barely have space to violate the docum
ented agreem

ents. 

M
oreover, since the shared data are highly reliable, records are not only virtually im

possible to tam
per 

w
ith (as no one can deliberately distort the established inform

ation) but also easily traceable. Therefore, ex 

post opportunistic behaviors are m
ore easily detectable. For instance, one benefit of the G

SA
 procurem

ent 

blockchain is that it ensures fairness in the governance procurem
ent processes, as it m

aintains im
m

utable 

transaction inform
ation that is transparent to all the vendors w

ho have perm
ission. A

s such, it enables 

m
utual m

onitoring am
ong the vendors to detect potential fraud or gam

ing. 

D
espite a better detection of ex post opportunistic behaviors, som

e ex ante problem
s are m

ore 

intractable, as inform
ation asym

m
etry betw

een parties is inherent and difficult to identify and address. 

A
lthough blockchains are good at recording inform

ation, they cannot perfectly ensure that every source of 

inform
ation is authentic (C

atalini 2017). Such lim
itations m

ay pose a significant im
pedim

ent to a w
ider 

application of blockchains, especially w
hen the digital ledgers are to be connected to physical properties 

(A
rruñada 2018). These issues are referred to as the “first m

ile/last m
ile” problem

, w
hich exists because 

hum
an actors are oftentim

es involved at the interface betw
een the digital and the physical w

orld (C
atalini 

and B
oslego 2019). N

evertheless, w
e suggest that their decentralized consensus property and data integrity 

benefit allow
 blockchains to m

itigate ex ante adverse selection risks from
 a different angle—

that is, by 

building a credible reputation system
 and redefining the payoff structures of deviating behaviors. 

To illustrate, in the online purchasing industry, custom
ers often receive low

-level products that are 

claim
ed by the supplier to be of high quality. C

ustom
ers m

ay rely on online review
s to gain know

ledge 

about the reputation of a given supplier (R
esnick et al. 2000). H

ow
ever, because the review

s are usually 

hosted by a third party and the review
ing process is not transparent to the public, custom

ers have good 

reasons to question the integrity of the review
s. W

ith this in m
ind, suppliers need not view

 the review
 

system
 as a credible threat that prevents them

 from
 engaging in deviating behaviors. H

ow
ever, w

ith 
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blockchain technology, all transactions and review
s can be faithfully recorded, and tam

pering or distortion 

are disallow
ed, w

hich m
akes the review

s highly credible. H
ence, the costs of deviating behaviors by the 

suppliers w
ill be increased significantly, as such behaviors w

ill result in credible bad review
s that m

ay 

significantly harm
 their reputation and subsequent perform

ance. In turn, both ex ante and ex post 

opportunism
 can be m

itigated by using blockchains. 

Blockchains facilitating coordination. W
hile their unique approach of enforcing agreem

ents provides 

an im
portant m

echanism
 for supporting cooperation betw

een transacting parties, blockchains also offer 

prom
ising opportunities for facilitating coordination. For instance, W

alm
art has launched a food supply 

blockchain to im
prove the traceability of its products (A

llison 2018). U
sing this blockchain to organize 

transactions w
ith its suppliers not only prevents opportunism

 from
 deceitful suppliers (i.e., integrity issues) 

but also helps to identify quickly and pass certain inform
ation to those w

ho sim
ply did som

ething w
rong 

and w
ant to rem

edy the m
istake (i.e., com

petence issues). Sim
ilarly, the blockchain initiated by C

onstrutivo, 

a B
razilian softw

are com
pany, offers a solution to burdensom

e inform
ation sharing, especially during the 

design and construction phases of infrastructure projects, by storing crucial project data on a blockchain 

and m
aking this inform

ation available to contractors and engineering com
panies (G

reenspan 2017). W
ith 

the blockchain, collaborating parties have trustw
orthy and consistent know

ledge about the status and 

progress of their joint project. 

W
hile a considerable portion of coordination features are inherited from

 other IT, others are unique to 

blockchains. Im
portantly, because the data shared through blockchains are independently verified, 

blockchains enable parties w
ho do not fully trust each other to create consensus about a set of shared facts 

(B
row

n 2016). In blockchains, inform
ation m

ust be validated by m
ultiple independent entities, w

hich can 

dram
atically increase data integrity and reliability. In essence, blockchains collapse the tw

o processes of 

data exchange and the reconciliation of records into one. For exam
ple, in the shipping industry, entities 

norm
ally coordinate w

ith each other by using ED
I, e-m

ails, and phone calls, w
hich can create inefficiencies 

and errors in locating a particular container w
hen data are stored in separate system

s (IB
M

 2018b). A
s a 

solution, the TradeLens blockchain led by M
aersk and IB

M
 enables nearly real-tim

e data sharing and 
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realizes data reconciliation across the netw
ork in a decentralized w

ay (A
itken 2018). 

In addition to supporting procedural coordination (i.e., day-to-day com
m

unication and exchange of 

inform
ation), blockchains can also facilitate structural coordination betw

een transacting parties (i.e., the 

distribution of rights and responsibilities in a relationship, such as the division of labor, roles, and task 

descriptions). Specifically, the structural coordination of blockchain governance is im
plem

ented through 

m
achine consensus (H

sieh and Vergne 2018). M
achine consensus refers to the process by w

hich participants 

in a blockchain reach agreem
ents based on the codes and algorithm

s that define the rules and protocols of 

the system
. In such a system

, the parties can choose to join or leave at w
ill, but once they have joined the 

blockchain, it is im
plied that they acknow

ledge and accept the predefined rules. G
iven their form

alized 

nature, blockchains w
ork as w

ritten and traceable know
ledge repositories that contain inform

ation about 

how
 the w

hole system
 functions. C

ollaborating parties in the blockchain can obtain a sense of the plans and 

rules that can enable the parties to identify how
 the protocol defines responsibilities for tasks (i.e., 

accountability) and m
akes sure the tasks are perform

ed in a preplanned m
anner (i.e., predictability) 

(O
khuysen and B

echky 2009). B
uilding on such know

ledge, everyone w
ho is authorized to access the 

system
 can reach a com

m
on understanding of how

 their w
ork fits w

ith the collective goal. 

The extrem
e case of the blockchain-based organization D

A
O

 (decentralized autonom
ous organization) 

illustrates how
 blockchains facilitate structural coordination via m

achine consensus (C
atalini and B

oslego, 

2019, H
sieh et al. 2018, M

urray et al. 2020). A
 D

A
O

 has no centralized m
anager giving adm

inistrative 

orders or assigning tasks to the organization’s em
ployees. W

ithout centralized adm
inistrators, routine 

activities are coordinated and perform
ed based on the structural specification of the actors’ roles encoded 

in algorithm
s. Softw

are rules execute organizational routines. For exam
ple, the distributed venture capital 

fund FDOOHG�7KH�'
$
2
��RU�Ĉ

��Z
DV�LQVWDQWLDWHG on the Ethereum

 blockchain and had neither people in a form
al 

m
anager role nor a physical address. Investors voted on project proposals by using tokens, and eventual 

payouts to investors w
ere determ

ined and executed based on their votes and the subsequent perform
ance of 

the projects as m
easured by the prescribed sm

art contracts (M
urray et al. 2020). This exam

ple show
cases 

how
 algorithm

s can replace hum
an actors in coordinating organizational activities by virtually assigning 
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roles to different actors. A
ccountability, predictability, and com

m
on understanding are all pursued through 

m
achine consensus instead of through interactions betw

een hum
an actors. The governance of D

A
O

s show
s 

that, even in the absence of a central party giving instructions and distributing inform
ation, blockchains can 

realize coordination am
ong autonom

ous actors in a decentralized w
ay. 

Scope of B
lockchains as E

fficient G
overnance M

echanism
s 

Just like other governance m
echanism

s, blockchains are unable to govern all types of transactions equally 

w
ell. N

ext, w
e discuss the types of transactions for w

hich blockchains appear m
ost relevant, along w

ith the 

types of transaction costs m
ost likely to be affected by blockchains. The choice of governance m

echanism
 

is fundam
entally shaped by the nature of the transaction (M

asten et al. 1991, W
illiam

son 1996). To delineate 

the scope of blockchain governance, w
e build on the notion of tacitness as a key attribute of the transaction 

(e.g., B
ell et al. 2009, H

eim
an and N

ickerson 2002, N
ooteboom

 1992) to provide a contingent exam
ination 

of efficient blockchain governance as a function of the transaction’s level of codifiability and verifiability. 

The proper execution of a transaction rests on fundam
ental inform

ation about its cornerstones, 

including responsibilities, procedures, and objectives. W
hereas such attributes are rather explicit for certain 

transactions, they can be highly tacit for others. A
t the broadest level, tacitness can be defined as the 

difficulty of com
m

unicating inform
ation (Polanyi 1958). In the context of econom

ic transactions, tacitness 

can be broken dow
n into tw

o fundam
ental problem

s: the codifiability and the verifiability of the transaction. 

H
igh tacitness im

plies that it is difficult to codify key transaction attributes (H
ennart 1988, K

ogut and 

Zander 1992). For instance, certain transactions m
ay confront their parties w

ith com
plications in 

appropriately specifying the good to be transferred or encoding the detailed usage rights associated w
ith it 

(Levi et al. 2003). In short, w
hen the tacitness associated w

ith a transaction is higher, its codifiability is 

low
er. In addition, highly tacit transactions are fraught w

ith behavioral uncertainty (R
eed and D

eFillippi 

1990, Sim
onin 1999), m

aking it very difficult for a third party to m
easure productivity and assess the quality 

of the transacting parties’ perform
ance (M

acho-Stadler et al. 1996, N
ooteboom

 1992). W
hereas verification 

is relatively straightforw
ard w

hen the transaction attributes are clearly understood, a highly tacit transaction 

is typically m
uch m

ore difficult to verify (H
eim

an and N
ickerson 2002). 
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The nature of the transaction, including its tacitness, has direct im
plications for the transaction costs 

associated w
ith its governance. Various types of transaction costs can incur (M

asten et al. 1991); w
e 

organize our discussion around the established distinction betw
een ex ante and ex post transaction costs 

(D
yer 1997, W

illiam
son 1985). 

E
x ante transaction costs. W

hen setting up a transaction, distinguishing partners w
ho w

ill behave 

opportunistically from
 those w

ho w
ill not is a critical step in initiating an exchange betw

een parties, but it 

also creates nontrivial searching costs (W
illiam

son and O
uchi 1981). Specifically, w

e refer to the 

transaction costs of gathering inform
ation to identify and evaluate potential trading partners. B

lockchains 

can help to low
er these costs. G

iven the m
echanical execution inherent to sm

art contracts, the w
illingness 

of a party to enter into a sm
art contract can be interpreted as “a precom

m
itm

ent not to behave 

opportunistically in the future” (Yerm
ack 2017, p. 26). This self-selection of transacting partners m

ay signal 

both their intention to respect the agreem
ent and their ability to do so. B

y deterring opportunistic partners, 

blockchains m
ay therefore be particularly useful to reduce the transaction costs traditionally associated w

ith 

the process of searching for and selecting am
ong several potential candidates. 

Ex ante transaction costs also include designing costs, w
hich are the costs associated w

ith negotiating 

and w
riting an agreem

ent. W
ith regard to governance design, a m

ain challenge for the efficient use of 

blockchains relates to the codifiability of the transaction. C
odifiability refers to the ability to precisely 

characterize in electronic form
at the specified product/service, delivery, and settlem

ent requirem
ents in a 

m
anner that is understandable to relevant parties (K

leindorfer and W
u 2003, Levi et al 2003). The notion 

of codifiability has long been applied to differentiate tacit vs. explicit know
ledge w

ithin organizations (e.g., 

B
alconi 2002, Zander and K

ogut 1995), and it has m
ore recently been extended to the interorganizational 

setting to depict the characteristics of transactions (e.g., Levi et al. 2003, Parm
igiani and R

ivera-Santos 

2011). W
e suggest that the level of codifiability of the transaction has a significant influence on the setup 

costs associated w
ith blockchain governance and on its efficiency as a governance m

echanism
. A

s a type 

of form
al governance m

echanism
, blockchain governance relies on codifying transaction requirem

ents into 

com
puter code. If the object of exchange is hard to codify in nature, the increase in setup costs im

plies that 
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blockchain governance becom
es less efficient. For exam

ple, the com
plexity of a product description, w

hich 

is defined as “the am
ount of inform

ation needed to specify the attributes of a product in enough detail to 

allow
 potential buyers […

] to m
ake a selection” (M

alone et al. 1987, p. 486), is a relevant dim
ension of 

codifiability—
w

ith rising com
plexity, codification becom

es costlier and blockchain governance less 

efficient. 

E
x post transaction costs. A

 first set of ex post costs com
prises m

onitoring costs, w
hich denote the 

costs associated w
ith m

onitoring the agreem
ent to ensure that each party fulfills the predeterm

ined set of 

obligations. A
s discussed above, blockchains facilitate real-tim

e, transparent, and verified inform
ation 

sharing am
ong transacting parties. Such data integrity and reliability can support an im

proved detection of 

opportunism
 w

hile m
itigating m

onitoring costs (R
oeck et al. 2019). A

 second set of ex post transaction costs 

is that of enforcem
ent costs, w

hich are the costs associated w
ith ex post bargaining w

ith and sanctioning a 

partner w
ho does not perform

 according to the agreem
ent. The high transparency of secured data in 

blockchains greatly sim
plifies dispute resolution. In fact, IB

M
 (2017) reports that the im

plem
entation of 

blockchain technology has significantly reduced the average tim
e to settle disputes across suppliers and 

partners. 

H
ow

ever, the relevance of blockchains as an efficient governance m
echanism

 that reduces ex post 

transaction costs is constrained by the level of verifiability of the transaction. Verifiability denotes the extent 

to w
hich the quality provided by the transacting parties can be observed and verified ex post (D

ulleck et al. 

2011), w
ith verifiability being highest am

ong search goods and low
est am

ong credence goods (N
elson 1970, 

D
arby and K

arni 1973). In the context of contractual governance, a lack of verifiability is know
n to produce 

difficulty in enforcing contractual agreem
ents, w

hich can create significant appropriability hazards (O
xley 

1997). The verifiability issue is even m
ore critical for the autom

atic enforcem
ent inherent to blockchain 

governance, w
hich strongly relies on high levels of verifiability of the transactions. If the inform

ation for 

the transaction is hard to verify, then hum
an actor intervention and ex post negotiation w

ill be necessary. 

Such interventions not only produce coordination costs but also open the door for opportunistic behaviors 

(Poppo et al. 2008b). For exam
ple, the “oracle problem

” in blockchains refers to the possibility that flaw
ed 
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or incorrect inform
ation provided by the transacting parties inappropriately triggers the execution of a sm

art 

contract (M
urray et al 2020). Such a scenario im

plies a potentially high level of residual risk w
hen the 

transaction is low
 in verifiability, reducing the efficiency of blockchain governance. 

In sum
, w

e suggest that blockchain governance m
ay reduce searching, m

onitoring, and enforcem
ent 

costs but tends to im
ply relatively higher designing costs. 2 Table 2 outlines the level of relevance of 

blockchains specifically as a function of the type of transaction (tacit vs. explicit). W
e especially note the 

im
portance of codifiability and verifiability as tw

o transactional characteristics that have an im
portant 

im
pact on the efficiency of blockchain governance. W

hen the transaction is subject to inform
ation 

asym
m

etry and disturbances that occur frequently and are hard to predict—
either endogenous in term

s of 

the evolution of the transaction (e.g., R
&

D
) or exogenous (e.g., technological changes)—

codifiability and 

verifiability are likely to be affected. Specifically, because both ex ante and ex post transaction costs w
ill 

increase w
hen the level of codifiability and verifiability is low, w

e suggest that blockchain governance w
ill 

be m
ost efficient w

hen the requirem
ents of the transaction are codifiable and the perform

ance and 

deliverables of the transacting parties are verifiable. 

---Insert Table 2 about here--- 

D
iscussion and Im

plications 

B
y elaborating how

 blockchains differ from
 traditional contractual and relational m

echanism
s in governing 

transactions, w
e have suggested extending the traditional dichotom

y betw
een contractual versus relational 

governance by also considering blockchain governance. In this section, w
e begin to discuss the interplay 

betw
een blockchain governance and traditional contractual and relational m

echanism
s. W

e then advance a 

broader research agenda of future research opportunities for organization science scholars regarding the use 

of blockchains for governing collaborations. 

O
n the Interplay betw

een B
lockchain G

overnance and Traditional G
overnance 

A
s parties often opt to sim

ultaneously use different governance m
echanism

s to organize their transactions 

(Poppo and Zenger 2002, Ryall and Sam
pson 2009), understanding the interplay am

ong these m
echanism

s 
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has both theoretical and practical relevance. Since the sem
inal article by Poppo and Zenger (2002), 

governance scholars have paid m
uch attention to w

hether contractual and relational m
echanism

s substitute 

for or com
plem

ent each other (see C
ao and Lum

ineau 2015, Poppo and C
heng 2018 for recent review

s). 

Follow
ing Siggelkow

’s (2002) definitions, a substitutive effect m
eans that the m

arginal benefits of one 

m
echanism

 decrease w
ith increasing levels of the other, w

hile a com
plem

entary effect m
eans that the 

m
arginal benefits of one m

echanism
 increase w

ith increasing levels of the other. 

W
hether tw

o types of governance w
ork in a substitutive or com

plem
entary relationship depends on the 

tension betw
een tw

o sets of forces. First, governance m
echanism

s can be m
utually replacing (i.e., one type 

of governance can perform
 equivalent functions to the other) versus com

pensating (i.e., one type of 

governance m
echanism

 has unique strengths that com
pensate for the w

eaknesses of the other). Second, 

m
echanism

s can be dam
pening (i.e., one type of governance ham

pers the basis or strengths of the other) 

versus enabling (i.e., one type of governance creates the conditions to facilitate the other) (H
uber et al. 

2013). W
e argue that blockchains have the potential to significantly alter the w

ay contractual and relational 

m
echanism

s can be used, but that their im
pact depends on the type of transaction (explicit vs. tacit). 

In the context of explicit transactions, such as sourcing standardized construction m
aterials, w

e suggest 

that blockchain governance w
ill have a replacing im

pact on traditional governance m
echanism

s. Its effect 

can be equivalent to that of both contractual and relational governance. W
hen governing transactions that 

are codifiable and verifiable, blockchains enable a high level of technology-based enforceability and 

reliability, thus replacing som
e of the core functionalities of contracts and outperform

ing relational 

governance on the enforceability and reliability dim
ensions. 

Furtherm
ore, in explicit transactions, m

ost of the coordination requirem
ents pertain to organizing tasks 

that involve relatively few
 unexpected events, tend to be rather static and routinized, and thus can be 

relatively easily codified. A
s discussed in the previous section, blockchains w

ill be even m
ore relevant 

w
hen transactions are highly codifiable and verifiable. Therefore, the need to use contractual governance 

for codification can be replaced by relying on the form
alized nature of blockchain governance. A

t the sam
e 

tim
e, as inform

ation can be m
ore easily and effectively transferred across actors w

hen it is codified 
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(Prencipe and Tell 2001), blockchains can replace the coordination function of relational governance, w
hich 

relies on the norm
s of inform

ation exchange, flexibility, and solidarity for coordination (M
esquita and 

B
rush 2008). 

These replacing effects can be further strengthened by the fact that, in explicit transactions, the cost of 

using blockchain governance can be low
er than traditional governance alternatives. O

n the one hand, 

blockchain governance can be autonom
ously enforced, m

aking it cheaper than contractual governance, 

w
hose legal enforcem

ent com
es at a relatively high cost. O

n the other hand, blockchain governance is likely 

to be less expensive and easier to im
plem

ent than relational governance, as the developm
ent of trust and 

relational norm
s is usually costly and tim

e consum
ing (Larson 1992). Specifically, in explicit transactions, 

the parties can m
ake specific plans before the transaction occurs and do not need high levels of flexibility; 

thus, the setup costs of blockchains are m
anageable. 

Therefore, for explicit transactions, blockchains can fulfill alm
ost all of the governance functions of 

contractual and relational m
echanism

s but in a potentially faster and cheaper w
ay. For exam

ple, blockchains 

help transacting parties bypass the need for a trusted third party in traditional exchange system
s. Such a 

difference allow
s the allocation of m

ore revenue to the parties them
selves since no centralized party charges 

for rents in the m
iddle. G

iven the feasibility and efficiency of using blockchains to govern explicit 

transactions, the extra costs of em
ploying contractual and relational governance m

echanism
s are 

unnecessary. In the presence of blockchains, the m
arginal benefits of introducing the other tw

o m
echanism

s 

are significantly low
ered. Therefore, for explicit transactions, w

e expect blockchains to have a substitutive 

effect for both contractual and relational governance m
echanism

s. 

W
hen parties engage in tacit transactions, such as collaborating on joint R

&
D

 activities or building a 

pow
er plant, they w

ill likely have to adapt to unforeseeable and unpredictable contingencies (B
aum

ard 

1999). Tacitness creates significant uncertainty (R
eed and D

eFillippi 1990, Sim
onin 1999), and although 

planning is still an im
portant part of tacit transactions, perfect ex ante planning is virtually im

possible, so 

m
aintaining flexibility is pivotal. 

In this kind of transaction, w
hile blockchains m

ay still have certain advantages, using blockchains alone 
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to govern the exchange m
ay not be an optim

al choice for the follow
ing tw

o reasons. First and m
ost 

im
portantly, m

achines, at least in their current stage of evolution, are sim
ply follow

ing orders given by 

hum
ans. W

hile hum
ans cannot specify all the contingencies in advance due to their cognitive lim

itations 

(Sim
on 1957), m

achines do not have the required contextual know
ledge and subtle understanding to adjust 

to changing scenarios (W
erbach 2018). In addition, blockchain designers m

ust use m
achine-readable 

language to depict the com
plexity and m

ultiplicity of events in reality, w
hich again lim

its the scope of 

blockchains to those activities that can be relatively easily and precisely specified. Second, blockchains 

have lim
ited effectiveness in coordinating tasks that involve m

any exceptional, dynam
ic, and unpredictable 

cases, w
hich are com

m
on in tacit transactions. Therefore, because of the codification and verification 

challenges, the benefit of using blockchains w
ill be considerably low

er in tacit than in explicit transactions, 

and the interplay betw
een blockchain and traditional governance requires further analysis. 

Specifically, w
e suggest that, in tacit transactions, the replacing effect of blockchain governance on 

contractual governance continues to exist, although to a sm
aller extent than in explicit transactions. 

B
lockchains m

ay still reduce the need for detailed form
al contracts if the parties organize part of the 

collaboration using blockchains, w
hich im

plies a substitutive effect betw
een blockchains and contracts. For 

exam
ple, for the m

ajor tasks (such as the R
&

D
 part of an innovation project), the transacting parties m

ay 

still rely on traditional governance m
echanism

s. W
hile paym

ent is usually labor intensive, opaque, and 

costly (Felin and Lakhani 2018), the parties can em
ploy the blockchain technique and enjoy its benefits, 

such as convenience, privacy, safety, and verifiability. Transacting parties can also use blockchains to record 

and trace the production process and the quality of the m
aterials in the supply chain (H

sieh and Vergne 

2018); hence, the stressful effort of including m
onitoring term

s in the contract (G
hoshal and M

oran 1996, 

Lum
ineau 2017) can be reduced to som

e extent. In addition, given the advantages of blockchains in 

prom
oting faster inform

ation sharing and trustw
orthy inform

ation recording, part of the coordination 

function of contracts can be substituted by blockchains. In the case of the C
onstrutivo blockchain m

entioned 

above, since the parties have access to both the agreed-upon requirem
ents that have been faithfully recorded 

and real-tim
e know

ledge about the state of the project that is w
ritten into the blockchain, it appears less 
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critical to include in the legal contract som
e of the traditional coordination clauses used in the construction 

industry (such as draw
ings, technical specifications, and com

m
unications clauses; C

hen et al. 2018, O
liveira 

and Lum
ineau 2017). If key inform

ation underlying a transaction can be form
ally recorded, the logic of 

replacing suggests a substitutive relationship betw
een contractual and blockchain governance. 

A
s for relational governance, w

e expect a salient enabling effect of blockchains on the developm
ent of 

subsequent relational m
echanism

s. For exam
ple, the transacting parties can use blockchains to build a 

reputation system
, w

hich provides a credible signal that builds confidence for each party that their partner 

w
ill likely behave in an honest and trustw

orthy w
ay, even if circum

stances change and adaptations are 

needed. Thus, a strong sense of goodw
ill can be generated as a basis for further com

m
unication and 

inform
ation exchange, w

hich is beneficial for the developm
ent of trust and relational norm

s (H
oetker and 

M
ellew

igt 2009). This situation im
plies a com

plem
entary effect of blockchain governance on relational 

governance. 

A
lthough blockchains are initially designed to elim

inate the need to rely on personal trust, they turn out 

to be an effective approach to nurturing future trust and relational norm
s betw

een the parties. R
ecently, 

scholars have begun to debate w
hether blockchains elim

inate, create, or redefine trust (B
aur and Van 

Q
uaquebeke 2017, B

otsm
an 2017, W

erbach, 2018). W
e speak to this debate by advancing boundary 

conditions for the influence of blockchains on trust. The paradoxical relationship betw
een blockchain and 

relational governance again show
s the im

portance of a contingent analysis in determ
ining the functions of 

governance m
echanism

s (C
ao and Lum

ineau 2015). 

O
verall, our discussion highlights the need to consider contingencies affecting the relevance of 

blockchains as an efficient governance m
echanism

 by itself and in com
bination w

ith contractual and 

relational governance. W
e invite organization scholars to extend this line of contingent inquiry and, along 

w
ith a variety of other dim

ensions, further analyze the types of collaborative activities that blockchains can 

reliably govern. The broader digitalization trend in virtually all industries w
ill likely expand the scope of 

transactions that blockchains can efficiently govern and m
ay thus dynam

ically alter the patterns of interplay 

betw
een blockchains and traditional contractual and relational m

echanism
s. 
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A
 W

ord of C
aution 

W
hile blockchains clearly show

 great potential, it is im
portant to rem

ain cautious about the current “hype,” 

as blockchains are far from
 being a panacea. Several im

portant lim
itations need to be considered associated 

w
ith the use of blockchains. N

otably, w
hile blockchains are good at keeping data secure, they rem

ain prone 

to attacks, such as w
hen, in 2016, users exploited a loophole in the blockchain’s code to sideline one-third 

of The D
A

O
’s funds to a subsidiary account (Siegel 2016). Since the codes are w

ritten by boundedly 

rational hum
ans, potential gaps in the fundam

ental blockchain structure are alw
ays a possibility. In addition 

to these issues of com
petence, another w

eak link in the use of blockchains relates to the possibility that 

those w
riting the softw

are em
bed m

alicious code that rem
ains invisible to outside observers (W

erbach 2018). 

The inflexibility of blockchain structures m
akes such issues even m

ore problem
atic. 

Further, as suggested by Catalini (2017), blockchains’ inform
ation im

m
utability is useful only w

hen 

the original inform
ation entered is accurate. H

ow
ever, w

hen the transferred and recorded inform
ation is not 

native to the blockchain, the first m
ile/last m

ile problem
 arises (H

alaburda 2018). This problem
 refers to 

the need to include verifiers to evaluate inform
ation that is external to the blockchain and to provide the 

results to the nodes on the blockchain (X
u et al. 2017), opening new

 possibilities for opportunism
. 3 

Finally, blockchains can serve as a platform
 for potentially illegal operations and crim

inal activities. 

Sim
ilar to m

any other technologies, blockchains can be em
ployed for both good and nefarious purposes 

and can induce an arm
s race betw

een law
 enforcers and crim

inals (e.g., D
ai et al. 2017, X

u 2016). 

Transactions betw
een terrorists and crim

inals’ m
oney laundering activities are likely m

ore difficult to detect 

and m
onitor w

hen blockchains are em
ployed by these parties. The further diffusion of quantum

 com
puting 

and artificial intelligence could be both a boon and a bane for the developm
ent of blockchains, as these 

em
erging technologies can support both better cryptography and easier hacking. 

B
lockchains are still in an early stage of developm

ent, and the trade-offs betw
een the benefits and 

draw
backs of blockchains w

ill continue to open debates and be the focal consideration of organizations 

deciding w
hether to em

ploy the technology. 

A
 R

esearch A
genda for O

rganization Scholars 
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O
ur analysis has em

phasized that blockchains have the potential to change the w
ay actors collaborate. For 

organization scholars to extend this line of inquiry, this section proposes a research agenda for future 

research opportunities regarding the use of blockchain governance. W
e organize our agenda around the 

“5W
 and 1H

” approach (D
ubin 1978, W

hetten 1989)—
the questions of w

hat, w
ho, w

hy, w
hen, w

here, and 

how. A
s a set, these elem

ents constitute the essential building blocks of a com
prehensive phenom

enological 

theory (W
hetten 1989). 

W
hat. The first step in further im

proving know
ledge of how

 blockchains can change the w
ay w

e 

collaborate is to develop a deeper understanding of the nature of blockchains them
selves. M

oving beyond 

the fundam
ental features of blockchains discussed in this article, different types of blockchains vary 

significantly (e.g., public, private, and consortium
 blockchains), m

aking it necessary to identify critical 

dim
ensions along w

hich blockchain governance m
ay differ. For instance, one possible approach to 

addressing this issue is to consider their degree of hierarchy. W
hereas certain blockchains rely m

ostly on 

the pricing m
echanism

, w
hich m

akes them
 m

ore m
arket-like, others create certain levels of pow

er 

discrepancy am
ong transacting parties, w

hich m
akes them

 m
ore hierarchical (e.g., the G

SA
 procurem

ent 

blockchain). H
aving established relevant dim

ensions, future research could, in a subsequent step, identify 

the specific antecedents driving the choice of certain types of blockchains over others. 

To delve deeper into different form
s of blockchains, a related question is, “W

hat are the specific control 

or coordination m
echanism

s of blockchain governance that support collaboration?” The extant literature 

has docum
ented specific m

echanism
s of contractual and relational governance. C

ontracts help to achieve 

cooperation and coordination by specifying rights and obligations, penalties, conflict resolution rules, task 

divisions and roles, and contingency adaptations (Lum
ineau and M

alhotra 2011, Schepker et al. 2014), 

w
hereas relational governance builds on the norm

s of inform
ation exchange, solidarity, and flexibility 

(M
esquita and B

rush 2008, Poppo and Zenger 2002). In turn, it is im
portant to know

 how
 w

e can 

specifically describe the m
echanism

s underlying the com
puter codes that build a blockchain. W

e see 

exciting em
pirical opportunities to analyze how

 these com
puter codes reflect or induce relevant social 

behaviors. Specifically, w
e see significant value in developing constructs and em

pirical m
easures to depict 
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the design features reflecting the cooperation and coordination functionalities of blockchain governance. 

W
ho. The use of blockchain governance has a potentially im

portant im
pact on w

ho is collaborating 

w
ith w

hom
. N

otably, blockchains support collaboration am
ong strangers lacking social connections, 

significantly broadening the pool of potential collaborators. For instance, since blockchains can help 

standardize 
cooperation 

and 
coordination, 

they 
can 

potentially 
further 

accelerate 
crow

d-focused 

collaborations, w
here organizations w

ork w
ith independent contributors to tackle innovation challenges and 

leverage extra-organizational resources and talent (G
iustiniano et al. 2019). H

yperloop Transportation 

Technologies, Inc. is just one exam
ple of a crow

d-based organization (M
ajchrzak et al. 2018) that is 

developing a blockchain-based ecosystem
 (M

archesoni 2019).  

Scholars can explore how
 changes in the pool of collaborators affect current business m

odels. The IB
M

, 

A
IG

 and Standard C
hartered collaboration discussed above represents a good exam

ple of how
 blockchains 

can transform
 an industry and its traditional protagonists—

e.g., cutting out insurance brokers—
by relying 

on online crypto platform
s that do not require interm

ediaries. Further studies can also elucidate how
 

blockchains m
ay disrupt certain industries or generate entirely new

 m
arkets, such as blockchain consulting 

and auditing-related businesses. 

A
nother im

portant question to be considered is, “W
hat kinds of actors can be the m

ost effective in using 

blockchains to govern collaborations?” Just as firm
s differ in their contractual-design capabilities (A

rgyres 

and M
ayer 2007) and trust-building capabilities (B

arney and H
ansen 1994, Schilke and Cook 2015), a 

resource-based perspective suggests that the capability to em
ploy blockchain governance m

echanism
s m

ay 

also differ across firm
s. B

eyond hum
an factors (e.g., expertise of the em

ployees), such heterogeneity could 

be a function of both organizational (e.g., firm
 structure) and technical aspects (e.g., access to and 

investm
ent in certain hardw

are). 

Scholars m
ay also m

ove beyond the focal collaborators and discuss, “W
ho w

ill be broadly im
pacted?” 

Sim
ilar to the effects of other IT innovations (C

lem
ons et al. 1993, M

alone et al. 1987), the parties m
ost 

directly influenced m
ay be the interm

ediaries. In particular, the adoption of blockchains is likely to 

significantly disrupt those interm
ediaries w

ho generate revenue from
 their positions of m

arket pow
er. 
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H
ow

ever, this possibility does not im
ply that interm

ediaries w
ill be obliterated entirely, and the real 

im
plications of blockchains on interm

ediaries m
ight be m

ore com
plicated. For exam

ple, C
atalini and G

ans 

(2020) suggest that, although interm
ediaries m

ay not be needed in m
ost blockchain-pow

ered digital 

transactions, they could still w
ork com

plem
entarily on tasks such as digital form

s of verification for off-

line assets. O
ther relevant stakeholders affected by blockchains m

ay include regulators, law
yers, and 

lobbyists. These influenced parties are actively seeking actions in response to the changes brought about by 

blockchains. For exam
ple, som

e banks (e.g., the B
ank of England) have already started to experim

ent w
ith 

using blockchains to issue their ow
n digital currencies (H

aig 2018). G
overnm

ents have begun to consider 

the potential problem
s that m

ight arise w
ith blockchains and the necessary regulations. 

W
hy. A

 deep and system
atic discussion of the m

otivations for using blockchains involves considering 

their im
plications in the econom

ic, social, and som
etim

es political realm
s. A

lthough w
e have thus far 

prim
arily discussed their potential econom

ic benefits for firm
s, blockchains are also appealing to a broad 

range of other actors w
ith a diversity of objectives. 

For m
any citizens, blockchains offer a w

ay to address a crisis of confidence in traditional institutions 

and avoid a reliance on centralized authorities, especially given that individuals often desire greater access 

to and transparency of inform
ation that has been controlled m

ostly by large entities (e.g., large platform
 

ow
ners, central banks, and governm

ents). For instance, citizens m
ay w

ant blockchains to help m
ake election 

processes m
ore trustw

orthy by lessening voting fraud concerns. Sim
ilarly, given that inform

ation on 

blockchains is not fully controlled by any single party, blockchains m
ay be useful in the building of open 

inform
ation netw

orks that are free of governm
ent censorship. For nongovernm

ental organizations, 

blockchains m
ay help to provide em

ergency relief for hum
anitarian crises. The U

nited N
ation’s W

orld Food 

Program
m

e directed crypto-based vouchers to approxim
ately 10,000 Syrian refugees using the Ethereum

 

blockchain (del C
astillo 2017). Start-ups m

ay use blockchains to issue their ow
n tokenized currencies to 

attract funding from
 a w

ide source of investors, a process know
n as an initial coin offering, w

hich can allow
 

entrepreneurs to raise funding m
ore easily and m

ore quickly than traditional financing approaches can. O
f 

course, actors are driven by m
ore than efficiency considerations to adopt blockchains. A

s such, m
ore 
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research is w
arranted to study the early adoption and diffusion patterns of blockchains, since the diffusion 

of any com
plex technology is influenced by m

ultiple dim
ensions, such as scientific, public and econom

ic 

ones (Yoo et al. 2005). 

W
hen. A

 rather straightforw
ard but nevertheless im

portant question to be answ
ered is, “W

hen is it m
ore 

suitable for entities to adopt blockchains?” A
nalysis should be m

ore detailed of the efficient dom
ains of 

blockchains, both individually and in com
bination w

ith traditional governance m
echanism

s. D
istinguishing 

betw
een tacit and explicit transactions is only one w

ay to characterize transactions. O
ther approaches (e.g., 

digital vs. physical assets or bilateral vs. m
ultilateral ties) can be used to classify and exam

ine the suitability 

of blockchains. A
 criterion to define “m

ore suitable” should be established before such an analysis. A
n 

integral analysis of the benefits and the costs of using blockchains and a sim
ple consideration of the 

difficulty of im
plem

enting the technology m
ay elicit different conclusions. C

om
plem

entary lines of inquiry 

m
ay explore a variety of antecedents to the (suitable) use and ideal design of blockchains, and, in particular 

(1) the conditions under w
hich blockchains are the m

ost efficient m
ode of governance relative to m

arket, 

hierarchy, or hybrid form
s; (2) how

 asset specificity, uncertainty, and frequency influence the blockchain 

design (e.g., perm
issioned or perm

issionless, type of verification protocol, consensus m
echanism

, data 

structure, block size, and frequency of block updates); and (3) how
 preexisting relational norm

s and/or 

contractual relationships betw
een parties influence the design of blockchains as a governance m

echanism
. 

Follow
ing the logic used in the m

ajority of em
pirical (cross-sectional) studies in the field, this article 

has approached the interplay betw
een governance m

echanism
s in a static w

ay. W
e acknow

ledge that this 

approach is lim
ited and that m

ore dynam
ic extensions of our analysis are needed. For instance, parties m

ay 

have developed relational norm
s w

hen entering into a contract, w
hich m

ay influence both the design and 

the im
plem

entation of contractual governance (K
lein W

oolthuis et al. 2005), and, vice versa, preexisting 

contracts can influence the developm
ent of relational norm

s (Lum
ineau 2017, Schilke and C

ook 2013). In 

the sam
e w

ay, blockchains im
ply that certain collaboration and coordination rules are coded into the initial 

specification, w
hich can have im

portant dow
nstream

 consequences on the evolution of trust and the usage 

of contracts. C
onversely, the preexisting degree of relational and contractual governance has im

portant 
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im
plications for the necessity and efficiency of blockchains. W

e therefore encourage future studies to 

explore the dynam
ics of governance m

echanism
s and their m

utual influence over tim
e. 

Future studies could also extend our analysis by focusing on how
 different parties m

anage the necessary 

hum
an involvem

ent, overcom
e their conflicting interests, and engage in joint action to develop a blockchain 

system
. Sim

ilarly, w
e invite scholars to pay attention to how

 the challenge of integrating blockchains w
ith 

other IT system
s and related infrastructures (e.g., Internet stack) m

ay influence the design and 

im
plem

entation of blockchains as w
ell as their ability to support cooperation and coordination. W

e also see 

exciting opportunities to further analyze the supporting role of other IT-based solutions, as they augm
ent 

the three governance m
echanism

s discussed here. Indeed, there is m
uch potential for research at the 

interface of inform
ation system

s and organization design to illum
inate a great variety of blockchain design 

decisions. 

W
here. Scholars m

ay also investigate the influence of the external environm
ent on the use of 

blockchains. For exam
ple, the technological m

aturity of a particular m
arket is apparently relevant since 

using blockchains w
ill require a certain standard of netw

ork and hardw
are infrastructure. In addition, legal 

m
aturity is a potentially im

portant factor to be considered. In countries w
ith w

eak legal institutions and 

w
here the costs of enforcing form

al agreem
ents can be very high (C

ao et al. 2018), the benefits of using 

blockchain governance over contractual governance m
ay be larger than in countries w

here legal institutions 

are strong. A
nother question to be answ

ered is, “W
ill the m

ajor dim
ensions of culture influence the use of 

blockchains, as they do for contractual and relational governance m
echanism

s?” For exam
ple, given the 

different levels of uncertainty avoidance em
bedded in a certain culture, w

ill people w
ho are m

ore risk averse 

favor the use of blockchains for their security and autonom
ous nature, or w

ill such people oppose 

blockchains to avoid unlikely but still plausible hacks? 

H
ow. For the “how

” questions, w
e direct attention to the underlying processes that help explain how

 

the use of blockchains im
pacts relevant outcom

es. The first question is, “H
ow

 do blockchains influence the 

perform
ance of collaborations?” W

e clearly lack em
pirical evidence on the im

pact of blockchains on 

relevant perform
ance indicators, such as cost overruns, delays, quality control, or partner satisfaction. 
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B
eyond perform

ance, scholars m
ay also consider how

 blockchains influence certain organizational and 

interorganizational processes, such as learning or know
ledge transfer. 

W
e also see the possibility of blockchains having im

plications for the classical boundary-of-the-firm
 

problem
, raising the question of “H

ow
 do blockchains influence the scope of organizations?” B

oundaries 

of the firm
, or how

 firm
s establish their scope, have been a central issue in the econom

ic and organization 

literature (Poppo and Zenger 1998). Scholars have developed different theories and approaches to analyzing 

this problem
; am

ong them
, transaction cost econom

ics (TC
E) and the resource-based view

 (R
B

V
) have 

been w
idely used (e.g., H

olcom
b and H

itt 2007, Leiblein and M
iller 2003). Im

portantly, advancem
ents in 

IT can substantially reduce transaction costs, potentially prom
oting the efficiency of m

arket exchanges 

(C
lem

ons et al. 1993, M
alone et al. 1987). A

t least under certain conditions, blockchain governance m
ay 

incur low
er transaction costs than those incurred by contractual and relational governance. Therefore, 

blockchain governance m
ay act as a driving force that pulls the “m

ake-or-buy” decision tow
ards the m

arket 

(C
atalini and B

oslego 2019). 

Interesting opportunities also reside in further disentangling the dynam
ic interdependence betw

een the 

social 
and 

technical 
dim

ensions 
of 

blockchains. 
This 

m
utually 

reinforcing 
interplay 

influences 

organizational outcom
es (O

rlikow
ski and Scott 2008) and m

ay even redefine the rules of exchange (G
al et 

al. 2014). The reciprocal relationship betw
een the social and technical features of blockchains is likely to 

support the developm
ent of new

 affordances (Yoo et al. 2012, Zam
m

uto et al. 2007). Future studies could 

pay attention to the w
ay the blockchain technology is adopted, diffused, and used in practice. W

e see 

particular interest in analyzing the social construction of blockchain governance and in studying how
 

different stakeholders shape their design and m
eaning across specific contexts as a function of their 

resources, pow
ers, or capabilities. W

ith blockchains, new
 com

binations of technological and organizational 

features are likely to enable original social behaviors and innovative exchange patterns. 

W
e also see m

any opportunities at the intersection of these key questions. For instance, the “W
hy” 

question m
ust be considered in conjunction w

ith the “W
ho” question, as the goals of blockchains m

ay differ 

as a function of the different actors involved. The “H
ow

” question should be addressed together w
ith the 
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“W
here” and “W

hen” questions to untangle the contingent effects of blockchains on perform
ance in 

different settings. O
ur discussion of future research opportunities also show

s the im
portance of blockchains 

in expanding our understanding of traditional theoretical predictions. For instance, how
 different factors 

influence the structure of blockchains and how
 the boundary of firm

s w
ill be im

pacted reflect potential 

m
odifications of TC

E predictions on the determ
inants of governance m

echanism
s. The investigation of the 

heterogeneous characteristics of the entities adopting blockchains m
ay generate conclusions that are 

com
plem

entary to the R
B

V. H
ow

 blockchains im
pact the inform

ation and know
ledge diffusion betw

een 

collaborating parties illustrates an expansion of the know
ledge-based view

 of the firm
. W

ith regard to 

intraorganizational issues, blockchains could allow
 us to revisit corporate governance problem

s, including 

the m
onitoring of principal-agent relationships from

 an agency-based perspective. G
oing beyond dyadic 

collaborative relationships, w
e can also consider how, at a higher level, blockchains connect and organize 

relevant stakeholders from
 a netw

ork perspective. Such a reflection on classical theories show
s the 

im
portant 

potential 
of 

blockchains 
to 

reshape 
our 

understanding 
of 

the 
traditional 

assum
ptions, 

relationships, and predictions suggested in the extant literature. 

C
onclusion 

In this article, w
e advance blockchain governance as a new

 w
ay of organizing collaborations to achieve 

both cooperation and coordination. W
e suggest that, in m

any w
ays, blockchain governance w

orks 

differently than traditional contractual and relational governance. Such differences generate rich possible 

avenues for organization scholars to investigate how
 blockchains are used to organize collaborations. W

e 

hope that this article represents a useful starting point to study the m
any futures of blockchains from

 an 

organization science perspective. 



37 

E
ndnotes 

1. 
In our analysis, w

e adopt a broad approach to conceptualizing blockchain technology, w
hich 

encom
passes both the distributed ledger itself and the preprogram

m
ed algorithm

s com
m

only referred 
to as sm

art contracts (M
urray et al. 2020). H

ow
ever, w

e acknow
ledge that blockchains com

e in various 
form

s, such as perm
issioned vs. perm

issionless, and rely on different consensus types, such as proof-
of-w

ork, proof-of-stake, and delegated proof-of-stake. In the m
ain part of the article, w

e refer to the 
m

ost com
m

on form
s of blockchains, but the D

iscussion section highlights som
e of the opportunities 

associated w
ith developing a m

ore nuanced understanding of the diverse features of blockchains along 
several dim

ensions. 
2. 

W
e have discussed each type of cost separately for analytical purposes, but w

e acknow
ledge that they 

are interdependent and that transaction costs should be assessed in a com
parative w

ay across 
governance choices. 

3. 
To am

eliorate the first m
ile/last m

ile problem
, at least tw

o approaches m
ight be useful. The first is the 

developm
ent of Internet-of-Things devices and sensors, w

hich can help to collect inform
ation 

autom
atically w

ithout hum
an interference. The other is to com

plem
ent the deficiency of blockchain 

governance by using other m
echanism

s. Especially w
ith perm

issioned blockchains, trust is a central 
m

echanism
 for reducing opportunism

 and lessening the potential hazard of the first m
ile/last m

ile 
problem

 (H
alaburda 2018). 
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Table 1: A
 C

om
parison of the D

ifferent G
overnance M

echanism
s 

  
 

C
ontractual governance 

 

 R
elational governance 

 

 B
lockchain governance 

 

 D
efining feature 

 Enforceable prom
ises 

defining the rights and 
obligations of the parties 

 Set of patterns of 
behavior to w

hich parties 
are expected to conform

 

 Self-contained and 
autonom

ous system
 of 

rules 
 Regulatory 
principles 

 Law
 

 Social norm
s and 

“shadow
 of the future” 

 Protocols and code-based 
rules 

 M
ode of 

enforcem
ent 

 Enforcem
ent through 

third parties (court, 
arbitrator)/governm

ent 
authorities  

 Enforcem
ent through the 

parties them
selves 

 A
utom

atic enforcem
ent 

by the underlying 
blockchain-based 
netw

ork 
 Form

 
 Typically legal prose 

 M
ostly inform

al 
 Form

al program
m

ing 
language 
 

    T
able 2: D

om
ain of R

elevance of B
lockchains 

  
 

Searching 
stage 

 

 

D
esigning 
stage 

 

 

M
onitoring 
stage 

 

 

Enforcing 
stage 

 
 Tacit transactions 
(low

 codifiability and 
verifiability) 
 

++ 
-- 

0 
0 

 E
xplicit transactions 

(high codifiability and 
verifiability) 
 

++ 
+ 

++ 
+++ 

 N
otes: Sym

bols denote the efficiency/applicability of blockchain governance in relation to contractual/relational 
governance. D

epending on both the stage (searching, designing, m
onitoring, or enforcing) and the nature of the 

transaction (highly tacit vs. explicit), blockchains range from
 being rather inefficient (e.g., “--” in the designing stage 

of highly tacit transactions; that is, either it is irrelevant to use blockchains, or their use involves very high transaction 
costs com

pared to that of contractual and relational governance m
echanism

s) to highly efficient (e.g., “+++” in the 
enforcing stage of highly explicit transactions; that is, it is particularly relevant to use blockchains, or their use involves 
very low

 transaction costs com
pared to those of contractual and relational governance m

echanism
s). 
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